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Clients and servers

Computers  connected  to  the  web  are  called clients and servers.  A  simplified
diagram of how they interact might look like this:

 Clients  are  the typical  web user's  internet-connected devices  (for  example,
your computer connected to your Wi-Fi, or your phone connected to your mo-



bile network) and web-accessing software available on those devices (usually a
web browser like Firefox or Chrome).

 Servers are computers that store webpages, sites, or apps. When a client de-
vice wants to access a webpage, a copy of the webpage is downloaded from
the server onto the client machine to be displayed in the user's web browser.
the role of server: • Manages application tasks • Handles storage • Handles
security • Provides scalability • Handles accounting and distribution

 The other parts of the toolbox
The client and server we've described above don't tell the whole story. There are
many other parts involved, and we'll describe them below.
For now, let's imagine that the web is a road. On one end of the road is the client,
which is like your house. On the other end of the road is the server, which is a
shop you want to buy something from.

In addition to the client and the server, we also need to say hello to:

 Your internet connection: Allows you to send and receive data on the web. It's
basically like the street between your house and the shop.

 TCP/IP: Transmission Control Protocol and Internet Protocol are communication
protocols that define how data should travel across the web. This is like the trans-
port mechanisms that let you place an order, go to the shop, and buy your goods.
In our example, this is like a car or a bike (or however else you might get around).



 DNS: Domain Name Servers are like an address book for websites. When you type
a web address in your browser, the browser looks at the DNS to find the web
site's real address before it can retrieve the website. The browser needs to find
out which server the website lives on, so it can send HTTP messages to the right
place (see below). This is like looking up the address of the shop so you can access
it.

 HTTP:  Hypertext Transfer Protocol is an application protocol that defines a lan-
guage for clients and servers to speak to each other. This is like the language you
use to order your goods.

 Component files: A website is made up of many different files, which are like the
different parts of the goods you buy from the shop. These files come in two main
types:

o Code files: Websites are built primarily from HTML, CSS, and JavaScript, though
you'll meet other technologies a bit later.

o Assets: This is a collective name for all the other stuff that makes up a website,
such as images, music, video, Word documents, and PDFs.

o So what happens, exactly?

When you  type  a  web address  into  your  browser  (for  our  analogy  that's  like
walking to the shop):

1. The browser goes to the DNS server, and finds the real address of the server that
the website lives on (you find the address of the shop).

2. The browser sends an HTTP request message to the server, asking it to send a
copy of the website to the client (you go to the shop and order your goods). This
message, and all other data sent between the client and the server, is sent across
your internet connection using TCP/IP.

3. Provided the server approves the client's request, the server sends the client a
"200 OK" message, which means "Of course you can look at that website! Here it
is", and then starts sending the website's files to the browser as a series of small
chunks called data packets (the shop gives you your goods, and you bring them
back to your house).

4. The browser assembles the small chunks into a complete website and displays it
to you (the goods arrive at your door — new shiny stuff, awesome!).
DNS explained



Real web addresses aren't the nice, memorable strings you type into your address
bar to find your favorite websites. They are special numbers that look like this:
63.245.215.20.

This  is  called  an IP  address,  and  it  represents  a  unique  location on  the  Web.
However, it's not very easy to remember, is it? That's why Domain Name Servers
were invented. These are special servers that match up a web address you type
into your browser (like "mozilla.org") to the website's real (IP) address.

Websites can be reached directly via their IP addresses. Try going to the Mozilla
website by typing 63.245.215.20 into the address bar on a new browser tab.

What is HTML?

HTML was invented by Tim Berners-Lee, a physicist at the CERN research institute
in Switzerland. He came up with the idea of an Internet-based hypertext system. 
HTML (Hypertext  Markup  Language)  is  not  a  programming  language;  it  is
a markup language used to tell your browser how to structure the web pages you
visit. It can be as complicated or as simple as the web developer wishes it to be.
HTML consists of a series of elements, which you use to enclose, wrap, or mark
up different parts  of  the content to make it  appear or  act  a certain way.  The
enclosing tags can make a bit of content into a hyperlink to link to another page
on the web, italicize words, and so on. 
The  World Wide Web  is  based on several  different technologies that  make it
possible for users to locate and share information through the Internet. These
Includes  Web  browsers,  Hypertext  Markup  Language  (HTML)  and  Hypertext
Transfer Protocol (HTTP)/universal database.

https://en.wikipedia.org/wiki/Tim_Berners-Lee


It allows the user to create and structure sections, paragraphs, headings, links,
and blockquotes for web pages and applications.
 Web Browsers The purpose of a web browser (Chrome, IE, Firefox, Safari) is to
read HTML documents and display them. The browser does not display the HTML
tags, but uses them to determine how to display the document. it is software to
load web page. 
 HTTP is a protocol which  allows  the  fetching  of  resources,  such  as  HTML
documents.  It  is the foundation of  any data exchange on the Web and it  is  a
client-server protocol, which means requests are initiated by the recipient, usually
the Web browser

https://developer.mozilla.org/en-US/docs/Glossary/protocol
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